**Déclaration**

**relative au respect de la protection des données à caractère personnel dans le cadre de l’utilisation des plateformes de Social Learning[[1]](#footnote-1)de l’IFEN (ci-après « Plateformes »)**

Personne concernée par la déclaration : intervenant/e/s dans le contexte du stage des enseignant/e/s fonctionnaires de l'enseignement secondaire, de la formation d'adultes, des Centres de compétences et du Centre socio-éducatif de l'État

Dans le cadre du stage des enseignant/e/s de l'enseignement secondaire, de la formation d'adultes, des Centres de compétences et du Centre socio-éducatif de l'État organisé par l’Institut de formation de l’Éducation nationale (ci-après « IFEN »), vous serez amené/e à travailler avec des Plateformes telles que edubreak, Moodle ou Mahara. À cet effet, il vous sera demandé de visionner et de commenter sur ces Plateformes des enregistrements audiovisuels, des photographies ou des productions d’élèves anonymisées issus de cours et déposés par des enseignant/e/s-stagiaires.

Ce travail a pour seule finalité la formation professionnelle du personnel enseignant dans le cadre des activités de l’IFEN telles que prévues par la loi modifiée du 31 juillet 2015 portant création d’un Institut de formation de l’Éducation nationale. Il ne s’agit en aucun cas d’enregistrements audiovisuels ou de photographies à caractère individuel mais de groupe montrant les élèves et les enseignant/e/s en activité. L’utilisation de ces contenus est sans but lucratif d’aucune sorte. Ces productions d’élèves anonymisées, ces enregistrements audiovisuels et ces photographies sont utilisés uniquement comme support de travail à usage interne au sein des groupes de formation dans le cadre des activités de l’IFEN.

Les contenus précités sont supprimés des Plateformes de manière irrémédiable à l’issue du stage des enseignant/e/s-stagiaires.

L'IFEN est le responsable du traitement des données à caractère personnel effectué dans le cadre de ses activités au sens du [règlement général pour la protection des données (UE) 2016/679 du 27 avril 2016](https://eur-lex.europa.eu/legal-content/FR/TXT/?uri=CELEX:32016R0679) (RGPD).

Contact du/de la responsable du traitement : BP 98 L-7201 Bereldange ǀ [rgpd@ifen.lu](mailto:rgpd@ifen.lu)

Contact du/de la délégué/e à la protection des données du Ministère de l’Éducation nationale, de l’Enfance et de la Jeunesse (MENJE) : B.P. 98, L-7201 Bereldange ǀ [dpo@men.lu](mailto:dpo@men.lu)

Afin de garantir le respect du droit à l’image et à la voix des personnes présentes sur ces enregistrements et sur ces photos, vous êtes tenu/e de respecter les dispositions suivantes, qui vous servent de guide dans la démarche à suivre :

1. **Ne pas communiquer, à qui que ce soit, mes identifiants d’accès aux Plateformes.**
2. **Avant que les enseignant/e/s-stagiaires ne procèdent à tout** **enregistrement audiovisuel ou prise de photographies en classe :**
   1. rappeler aux enseignants-stagiaires les consignes à suivre concernant l’enregistrement audiovisuel ou la prise de photographies en classe (cf. la déclaration à l’attention des enseignants-stagiaires et l’autorisation de droit à l’image et à la voix des élèves).
   2. définir de manière claire les consignes pédagogiques dans le cadre desquelles les enregistrements audiovisuels ou les prises de photographies en classe doivent avoir lieu et en informer les enseignant/e/s-stagiaires.
   3. définir la plateforme requise pour le versement des enregistrements (edubreak de préférence).
3. **Lors de l’utilisation des Plateformes :**
   1. ne pas télécharger, enregistrer ou photographier, par quelque moyen que ce soit,  les contenus ou commentaires présents sur les Plateformes.
   2. ne pas transmettre, à qui que ce soit, les contenus ou commentaires présents sur les Plateformes.
   3. ne pas transférer les contenus ou commentaires présents sur les Plateformes sur une clé USB, un environnement Cloud ou sur tout autre support.
   4. ne pas poster, diffuser ou partager les contenus ou commentaires présents sur les Plateformes sur les réseaux sociaux ou sur tout autre média.
   5. ne pas visionner les contenus ou commentaires présents sur les Plateformes en présence de tiers non concernés (à savoir tout autre personne que celles participant ou intervenant dans le cadre de la formation concernée par les contenus).
4. **Signalement en cas d’incident lié à la sécurité de données :**

signaler immédiatement tout incident lié à la sécurité de données à l’IFEN ([rgpd@ifen.lu](mailto:rgpd@ifen.lu)) et au DPO du MENJE ([dpo@men.lu](mailto:dpo@men.lu)) afin de remédier sans délai à tout traitement susceptible de constituer une violation de données. Un incident lié à la sécurité de données correspond principalement au non-respect de l’une des consignes mentionnées ci-dessus.

N’hésitez pas, pour toute question relative à ce sujet, à solliciter le responsable de traitement de l’IFEN, car, plus un incident lié à la sécurité de données est signalé tôt, plus sa résolution s’en trouve facilitée.

Je soussigné/e, **Champ de saisie**, assurant la fonction de **Champ de saisie** dans le cadre du stage précité, m’engage à respecter les dispositions énumérées ci-dessus :

Fait à **Champ de saisie**, le **Champ de saisie**

Signature :

1. Une plateforme de Social Learningest un espace numérique collaboratif permettant de partager et de co-construire des savoirs et des savoir-faire entre professionnels, en l’occurrence, dans le présent contexte, entre des enseignants-stagiaires et des intervenants du stage (formateurs/-trices, conseillers/-ères pédagogiques, etc.). [↑](#footnote-ref-1)